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Abstract of the contribution: This contribution proposes a resolution for EN.
1	Discussion
1.1	General
In the following, each Editor's note is discussed and resolved.
1.2	EN resolution 1
Editor's note:	Whether and how the UE can act as an AF is FFS.
SA6, SA3, and CT3 have developed CAPIF since Rel-15 and captured spec in TS 23.222, TS 33.122, and TS 29.522. The basic architecture until Rel-17 is in the following as is found in TS 23.222 V17.8.0 clause 6.2.0:


The mapping to SA2 terminology is found in clause B 2.1 in the TS; API invoker is AF and API exposing function is NEF.
SA6, SA3, and CT3 have enhanced CAPIF and specified a feature RNAA, which stands for Resource owner-aware Northbound API Access, in Rel-18 under the WI name SNAAPP(for SA6 and CT3) and SNAAPPY(for SA3). TS 23.222 V18.4.0 clause 6.2.3 has the following figure:


Rel-18 TS 33.122 clause 5.2 has the same figure and contains the following description: "- API invoker can be part of the UE and located on the device; - API invoker can be independent from the UE but still located on the device (e.g., deployed by a third party); - API invoker can be independent from the UE and located outside of the device (e.g., a game server). "
UE can act as an AF since Rel-18 under the framework of RNAA. It is proposed to remove this EN.
For your information, RNAA works as follows. An API hosted by the API exposing function has conceptually a resource behind the API. Resource can be data (e.g., location information) or network resource (e.g., QoS flow). Resource owner is a user who such data belongs to or who are impacted if the resource is manipulated. Resource owner is in the position to give permission for an API invoker to access the API. This permission is expressed in the form of an access token. The API invoker gets the access token and accesses the API with the access token at hand. The whole procedure is actually IETF OAuth 2.0.
1.3	EN resolution 2
Editor's note:	FFS who is allowed to access DAC and who owns DAC. FFS about the relationship of UEs and the owner of DAC.
PLMN owns the whole DAC. A user who has stored avatar related data and received an API (=URL) is the owner of the API. The owner of the API can access the API. In addition, any user who has the access token as a result of the owner having given permission for the API access can access the API. UE and the owner of a DAC API don't have a direct linkage. But in this solution a restriction is introduced for simplicity; the owner of a DAC API is the user using the UE.
It is proposed to remove this EN.
The tricky part of this solution is the owner of a DAC API needs to give permission to UE application in another UE. This scenario is not specified in Rel-18. TS 33.122 clause 6.5.3.1 has "NOTE: In the present document, only a UE accessing its own resources is considered if the API invoker is on a UE." This scenario is being studied in Rel-19 SA6 FS_CAPIF_Ph3 (SP-231741) where the objective includes "Potential support for the scenario where API invoker(s) which are deployed on the UE can access resources of other resource owners (users) (e.g., Application Client on UE is fetching location of another user)."
To record this concern, it is proposed to have a new EN saying "To be aligned with the progress of SA WG6 and SA WG3 for application client on UE fetching data of another user."
1.4	EN resolution 3
Editor's note:	It is assumed that NEF is required to keep the mapping of an internal URL (i.e. DAC API) and an external URL to avoid exposing internal APIs. Burden of NEF keeping this mapping is to be evaluated.
This is a valid concern. It is proposed to avoid this mapping. Then EN is removed.
1.5	EN resolution 4
Editor's note:	FFS how DCSF knows the Avatar objects to be fetched.
This is a valid concern. The current description was wrong. DCSF does not know it at this step but knows it later at step 14. The description is corrected. Then EN is removed.
1.6	Remaining EN
Remaining Editor's notes require a progress of related Rel-19 study and work in other WGs (SA WG6, SA WG3, SA WG4) or confirmation by other WGs (SA WG3). They are not resolved for now.
2	Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-77 according to the following text.

[bookmark: _Toc148441670][bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc510604403][bookmark: _Toc22214904][bookmark: _Toc23254037]********** First Change **********
[bookmark: _Toc93070684][bookmark: _Toc157760687][bookmark: _Toc92875660][bookmark: _Toc160808887]6.27	Solution #27: Early capability negotiation for IMS Avatar Communication
[bookmark: _Toc93070686][bookmark: _Toc157760688][bookmark: _Toc92875662][bookmark: _Toc160808888]6.27.1	Description
[bookmark: _Toc160808889]6.27.1.1	General
[bookmark: _Toc93070687][bookmark: _Toc92875663]SA WG4 introduces Avatar Reference Architecture, as shown in clause 7 of TR 26.813 [8], and defines Base Avatar and Animation Data, which are combined and produces Animated Avatar. This solution relies on those SA4 definitions.
[bookmark: _Toc160808890]6.27.1.2	Architecture
Rel-18 IMS DC architecture depicted in Figure AC.2.1-1 of TS 23.228 [5] is assumed. In addition, a new entity called DAC (i.e. Digital Asset Container) is introduced with an interface with NEF.


Figure 6.27.1.2-1: DAC
[bookmark: _Toc160808891]6.27.1.3	Capability negotiation
[bookmark: _Toc160808892]6.27.1.3.1	Definition of Avatar type and Required UE avatar capability
This solution assumes that a user chooses and uses one of multiple Base Avatars, and each Base Avatar is defined as a combination of Avatar type and Required UE avatar capability. Avatar type can be "official" or "private" or else. Required UE avatar capability is a capability that UE is required to have to handle a certain set of avatar-related information and data. In general, such UE capability is divided into two: capability for sending Avatar and capability for receiving Avatar. The former includes capabilities of capturing data for user behaviour, converting the data to Animation Data, and sending the Animation Data to the receiving side. The latter includes capabilities of receiving Base Avatar and Animation Data, rendering them into Animated Avatar, and presenting it to a user. But in this solution, UE is considered to have a certain Required UE avatar capability if the UE has capabilities both for the sending side and the receiving side. This way of definition is introduced to narrow choices for capability negotiation and to allow early completion of the capability negotiation.
Editor's note:	SA WG4 needs to be involved to see if the above way of capability negotiation is appropriate.
[bookmark: _Toc160808893]6.27.1.3.2	Negotiation steps
A caller chooses an Avatar type of the caller. An originating UE A sends Offered Required UE avatar capability list to a terminating UE B. UE B sends Accepted Required UE avatar capability list to UE A. UE A sends Selected Required UE avatar capability, and Base Avatar and default Animation Data of the caller according to the Selected Required UE avatar capability to UE B. UE B presents Animated Avatar of the caller and alerts. A callee chooses an Avatar type of the callee and answers the call. UE B sends Base Avatar and default Animation Data of the callee according to the Selected Required UE avatar capability to UE A. UE A presents Animated Avatar of the callee and notifies that the callee has responded. After that, UE A and UE B exchange Animation Data and continue Avatar Communication. The Animation Data can be sent and received by using an application data channel.
Editor's note:	SA WG4 needs to be involved to see if the above way of capability negotiation is appropriate.
[bookmark: _Toc160808894]6.27.1.4	Avatar objects storage and access
Base Avatar and default Animation Data in the above description are actually a pointer (e.g. URL) to retrieve them. This solution proposes to introduce DAC (i.e. Digital Asset Container) to store Base Avatar and default Animation Data among others. UE B receives a URL from UE A and accesses NEF of PLMN of UE A by using the URL. The NEF converts the URL to an internal URL, accesses DAC of UE A, retrieves the actual data of Base Avatar and default Animation Data, and send them to UE B. UE A does the same.
NOTE:	Control to allow only an authorized entity to access NEF relies on the CAPIF functionality. That is not part of this solution. SA6 and SA3 take care of CAPIF.
Editor's note:	FFS who is allowed to access DAC and who owns DAC. FFS about the relationship of UEs and the owner of DAC.
Editor's note:	Whether and how the UE can act as an AF is FFS.
Editor's note:	To be aligned with the progress of SA WG6 and SA WG3 for application client on UE fetching data of another user.
Editor's note:	It is assumed that NEF is required to keep the mapping of an internal URL (i.e. DAC API) and an external URL to avoid exposing internal APIs. Burden of NEF keeping this mapping is to be evaluated.
Editor's note:	SA WG3 needs to look into security implication on transmitting URL through SIP/SDP.
[bookmark: _Toc160808895]6.27.1.5	Transcoding of Avatar
There are cases that UE B does not have a capability necessary to handle avatar and that UE A still wants to show avatar. This solution proposes to introduce a pro-active transcoding for those cases. It is assumed that Animation Data is sent and received by using an application data channel. DCSF in PLMN of UE A instructs MF to reserve a resource for rendering avatar and sending it as a video media to UE B, as a preparation for a case that UE B does not have a relevant capability. The DCSF adds a sendonly video media description and informs UE B. Depending on the response from UE B, the DCSF releases the resource reserved in MF.
[bookmark: _Toc157760689][bookmark: _Toc160808896][bookmark: _Toc92875664][bookmark: _Toc93070688]6.27.2	Procedures
[bookmark: _Toc160808897]6.27.2.1	Storing Avatar objects into DAC


Figure 6.27.2.1-1: Storing Avatar objects into DAC
1.	UE application behaves as if an AF and requests NEF to store Base Avatar and default Animation Data.
2.	NEF requests DAC to store Base Avatar and default Animation Data.
3.	DAC stores Base Avatar and default Animation Data. DAC sends a response containing a URL to access the stored data to NEF.
4.	NEF creates an URL accessible from an external entity linked to the URL that the NEF has received from DAC. NEF sends a response containing the external URL to the UE application.
[bookmark: _Toc160808898]6.27.2.2	Early capability negotiation and transcoding
[bookmark: _Toc160808899]6.27.2.2.1	Transcoding is not needed


Figure 6.27.2.2.1-1: Early capability negotiation and transcoding is not needed
1.	Caller selects an Avatar type and makes a call. UE A sends SIP INVITE containing SDP offer for an audio media and an application DC media with Offered Required UE avatar capability list.
2.	IMS AS sends a message to DCSF.
3.	DCSF instructs MF/MRF to reserve a resource for rendering avatar and sending it as a video media to UE B.
NOTE 1:	Exactly what resource is needed is determined when DCSF updates MF/MRF (i.e. at step 10 of Figure 6.27.2.2.2-1) after DCSF receives a response from the terminating network.
4.	DCSF sends a message to IMS AS.
5-6. IMS AS sends SIP INVITE containing SDP offer for an audio media, a sendonly video media and an application DC media with Offered Required UE avatar capability list.
7-8. IMS AS receives 18X containing SDP answer for an audio media, a recvonly video media and an application DC media and with Accepted Required UE avatar capability list.
9.	IMS AS sends a message to DCSF.
10.	DCSF recognizes that UE B has a sufficient capability to handle avatar communication and instructs MF/MRF to release the resource reserved for transcoding.
11.	DCSF sends a message to IMS AS.
12.	IMS AS sends 18X containing SDP answer for an audio media and an application DC media and with Accepted Required UE avatar capability list.
13.	During message exchange for PRACK and UPDATE, UE A sends SDP offer for an audio media and an application DC and with Selected Required UE avatar capability and URL to access NEF to retrieve Base Avatar and default Animation Data.
NOTE 2:	Control to allow only an authorized entity to access NEF relies on the CAPIF functionality. That is not part of this solution. SA WG6 and SA WG3 take care of CAPIF.
14.	UE B accesses NEF by using the URL and receives Base Avatar and default Animation Data.
15.	UE B alerts while showing Animated Avatar. Callee selects an Avatar type and picks up the call. UE B sends SIP 200 OK containing URL to access NEF to retrieve Base Avatar and default Animation Data.
16.	UE A accesses NEF by using the URL and receives Base Avatar and default Animation Data. UE A starts showing Animated Avatar.
17.	UE A responds with Ack.
18.	An audio media and an application DC media are setup between UE A and UE B. Animation Data is exchanged in the application DC media.
[bookmark: _Toc160808900]6.27.2.2.2	Transcoding is needed


Figure 6.27.2.2.2-1: Early capability negotiation and transcoding is needed
1-6.	The same as in the previous figure.
7-8.	IMS AS receives 18X containing SDP answer for an audio media and a recvonly video media.
9.	IMS AS sends a message to DCSF.
10.	DCSF recognizes that UE B cannot handle avatar communication. DCSFand updates MF/MRF e.g. with IP address of UE B and which set of avatar-related information and data are used.
Editor's note:	FFS how DCSF knows the Avatar objects to be fetched.
11.	DCSF sends a message containing Accepted Required UE avatar capability list of MF/MRF to IMS AS.
12.	IMS AS sends 18X containing SDP answer for an audio media and an application DC media and with Accepted Required UE avatar capability list.
13.	During message exchange for PRACK and UPDATE, UE A sends SDP offer for an audio media and an application DC and with Selected Required UE avatar capability and URL to access NEF to retrieve Base Avatar and default Animation Data.
14.	DCSF accesses NEF by using the URL and receives Base Avatar and default Animation Data. DCSF sends them to MF/MRF.
15.	UE B alerts. Callee picks up the call. UE B sends SIP 200 OK.
16.	UE A responds with Ack.
17.	An audio media is setup between UE A and UE B. An application DC media is setup between UE A and MF/MRF. Animation Data is sent from UE A to MF/MRF in the application DC. MF/MRF renders Animated Avatar. A sendonly video media is setup between MF/MRF and UE B. Video of the Animated Avatar is sent from MF/MRF to UE B in the sendonly video media.
[bookmark: _Toc157760690][bookmark: _Toc160808901]6.27.3	Impacts on services, entities and interfaces
The solution has the following impacts:
DAC:
-	This stands for Digital Asset Container. DAC is a new NF that stores Base Avatar and default Animation Data among others.
NEF:
-	NEF is to be capable of handling a mapping of an external URL and an internal URL to DAC.
UE:
-	UE is to be capable of performing the avatar capability negotiation.
-	UE is to be capable of retrieving avatar related data via NEF and rendering avatar.
DCSF:
-	DCSF is to be capable of controlling the pro-active transcoding.
MF/MRF:
-	MF/MRF is to be capable of rendering avatar and sending it in video media.
********** End of Changes **********
[bookmark: _Hlk158806653][bookmark: _Hlk158806654][bookmark: _Hlk158806657][bookmark: _Hlk158806658][bookmark: _Hlk158806671][bookmark: _Hlk158806672]3GPP
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